
ACCESS CONTROL MANAGER™ SOFTWARE
SECURE DOORS WITH A SCALABLE ENTERPRISE SOLUTION
Access Control Manager (ACM) is a physical access control system for enterprise-class installations, designed to protect people, 
property and assets. With advanced alarm and identity management, ACM™ provides superior control of access to facilities. This 100% 
browser-based solution offers the flexibility to respond to alerts from anywhere. Its unification with Avigilon Control Center (ACC) video 
management software offers a powerful, end-to-end security solution to monitor and secure sites.

UNIFIED ACCESS
CONTROL & VIDEO
Review and verify automated 
alarms generated by ACM 
with the associated live or 
recorded video in ACC™ for 
quicker responses. 

REMOTE DOOR LOCK/
UNLOCK WITH MAPS 
Visually pin doors spatially 
on a facility map, view 
open/close status of doors, 
and remotely lock and 
unlock doors, including 
facility lockdowns during 
emergencies.  

IDENTITY MANAGEMENT
Display user ID profile pictures with 
access control events and alarms 
to know who attempted to enter a 
door and when. Register visitors 
and print badges in seconds by 
scanning an ID via integration with 
HID Global’s EasyLobby Secure 
Visitor Management software.

ALARM MANAGEMENT
Streamline alarm   
management with audible 
alerts and colored indicators 
to visually represent alarm 
priority. View associated video, 
enter notes, acknowledge and 
clear alarms in one place. 

BUILT-IN TEMPLATES
Be up and running in 
minutes with a wide 
selection of easy-to-use 
templates to configure 
doors and wiring.

OPEN-FIELD 
HARDWARE SUPPORT
Future-proof your ACM 
system with open-field 
hardware from Mercury 
Security and HID Global.

FLEXIBLE INTEGRATIONS 

Save on installation costs 
with support for ASSA ABLOY, 
SALTO, Schlage, Simons 
Voss and Von Duprin wireless 
locks. Increase security with 
ViRDI’s biometric fingerprint 
reader technology and Bosch 
intrusion panels.

REPLICATION & HOT
STANDBY AUTO FAILOVER
Simplify identity management with 
the ability to replicate identity data 
on multiple ACM Appliances across 
sites. Maximize system uptime 
with the appliances’ hot standby-
auto failover to maintain multiple 
layers of redundancy and resiliency.

ACM VERIFY
VIRTUAL STATIONS
Extend access control to 
locations where physical 
doors are not feasible. ACM 
Verify enables any browser-
enabled device to act as a 
virtual station by recording 
and confirming an identity 
with a PIN.

FIPS 201-2 CERTIFICATION
ACM is FIPS 201-2 compliant 
and is on the GSA Approved 
Product List with pivClass 
technology, meeting the PIV 
requirements for U.S. federal 
government employees and 
contractors.
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